SOCIAL MEDIA POLICY: EMPOWERING COMMUNICATORS

Scope

This policy applies to all employees, employees of any subsidiary, group or sister company, assigned workers, as well as to third parties performing services on our behalf (“You”).  Definitions for capitalised terms used in this policy are found at the end of the document.

Purpose

We want to empower our people to take advantage of new opportunities to connect and communicate to grow both their personal brands and our business’s brand, both online and offline.

We recognise that Social Media tools such as blogs, micro-blogs, online forums, content-sharing websites and other digital channels established for online interaction and connection are increasingly used to:
· promote our business to colleagues, customers, the media and other stakeholders; and/or

· share personal opinions and participate in online dialogues as individuals.

The purpose of this policy is to support such communications provided they adhere to the standards and expectations set out below.

We believe these tools can be used to pursue new angles and methods, collaborate with a worldwide network of thought leaders and industry luminaries and continuously learn and develop in a fast evolving world.
While we encourage the use of Social Media during office hours, your time at work should be focused on your primary responsibilities which will take priority.

Policy Statement and Guidelines
While we expect all our people to use their common sense in all interactions, You must make sure You comply with the following when engaging with Social Media:

1) Appropriate use of information technology resources.  Our IT resources are company property and inappropriate use of them is not acceptable.  This includes, but is not limited to, using out IT assets to post offensive material, publish defamatory remarks about colleagues or customers, and leaking Confidential Information.
2) Speaking on behalf of the business.  Unless You have been authorised to speak on behalf of the business via Social Media, You shall never claim to be speaking on behalf of the business or expressing an official business position in such communications.

3) Ethical conduct.  Always respect the dignity and privacy of colleagues, customers, other stakeholders and competitors.  Harassing, intimidating, offensive, abusive, threatening, menacing or hostile content communicated through blogs and other online communications is prohibited.  Data related to others, including, but not limited to, personal details and pictures, shall only be posted with that party’s consent.
4) Responsiveness.  If someone responds to something you’ve said, be responsive and follow-up quickly, at least within 24 hours. You should therefore monitor for mentions of yourself to avoid any issues.

5) Transparency of origin.  You shall disclose your connection to the business in all communications with customers, the media or other stakeholders when authorised to speak on behalf of the business, or discussing or recommending the business or its products or services.  Unless you are certified to speak on behalf of the business, You should make it clear that the opinions are yours alone and do not necessarily reflect the business’s views or positions.
6) Authenticity.  Be yourself and never assume or try to construct an identity that is at odds with your real world persona.

7) Build a following.  Promote yourself by finding and sharing information that will be interesting to your friends and followers and useful for them to share.  You should connect with other employees and affiliates, clients and potential clients.

8) Always give proper credit.  Quote and re-tweet others wherever possible, but never attempt to pass off someone else’s language, photography or other information as your own.  Be sure to credit your sources when posting a link or information gathered from another source.

9) Accurate information.  Never knowingly communicate information that is untrue or deceptive and ensure that communications are based on accurate and relevant data.  Anecdotes and opinions shall be identified as such.
10) Give respect.  Always demonstrate respect for others’ points of view, even when they’re not offering the same in return.  Never pick fights and always take the high road.  If you are sharing a negative customer service experience or commenting on a brand or individual, only do so in a constructive way
11) Protection of confidential information.  You shall protect Confidential Information as such information represents one of the business’s most important assets.  It is never appropriate to share, post, publish, or otherwise disclose Confidential Information unless You are explicitly authorised to do so.
12) Accountability.  Be careful what You share, publish, post, or otherwise disclose.  You are personally responsible for what You share and should remember that anything You post may be public for an indefinite period of time (even if You attempt to modify or delete).  All online communications should reflect our attributes of openness, responsiveness, integrity and positivity.  You must assume that all your Social Media usage is visible to clients, managers and prospects.
Discipline and other consequences

Employees who breach any areas of this policy will be subject to appropriate disciplinary action or other remedial measures, up to and including termination of employment if warranted under the circumstances and permissible under applicable law. 

Revision and revocation

This policy may be revised or revoked by the business at any time, without advance notice or cause.
Definitions

Confidential Information: important or valuable business information that is not available to the public.  It includes trade secrets and other intellectual property that has been developed, licensed or acquired by the business.  It can also include information of customers, business partners or others that has been disclosed to the business under obligations of confidentiality.
Social Media: Web based technologies used to broadcast messages and participate in dialogues.  Examples of Social Media software applications on the internet include social networking applications such as Facebook, video-sharing applications such as YouTube, micro-blogging applications such as Twitter, collaboration applications such as Wikipedia and blogs such as our own.
